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Risk Management - what are we 

trying to protect?

Number 1 !
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and Barriers



Risk Management - what are we 

trying to protect?

Number 2 ! 

Operational 
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Capacity



Lets consider what is ‘at Risk’

• Critical Knowledge v/s Important Knowledge?

• Actual Risk or Perceived Risk?

• Existing processes and activities that are 

already in place protecting the organization?

– education and training

– procedures and work instructions

– configuration management controls

– Integrated management systems

• ‘Movement of Knowledge’ cycles through an 

organization?



Consider the Workforce Lifecycle
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Consider the Organisational  Lifecycle
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Inputs into a risk assessment model 

• Include the full workforce lifecycle and the full 

organization and/or facility lifecycle

• Future considerations are essential … 100 years + ?

• Changing role of IT and electronic media

• Understand the significant role played by Educators, 

Trainers, Managers, Leaders, Co-workers – they all 

carry some responsibility and role in deploying effective 

NKM
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NKM Risk Log Categorisation
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What can the IAEA do?’
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Thank you!


